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Abstract of the contribution: This contribution discusses and proposes the solution for discovery of network functions.
1. Introduction
When the NFs are to be interconnected, they need be discovered each other firstly. In the EPC network, the service related parameters, e.g. APN, are used to discover the related Network entities. However for the Next Generation NF, it may not suitable to still use the service specific parameter to discover the NFs as the service parameter may related to different types not one determined type NFs. For example the APN may correlate to GW-C and GW-U two network function. Also some NFs may even have not special service parameter, e.g. if Policy control is an independent NF. In this paper we try to introduce one general discovery mechanism on how the NF can discover each other.
2. Discussion
It is expected that there will be several NFs in NexGen core network, e.g. the NFs that realize user authentication, mobility management, session management and etc. These NFs are composed to realize the service required by one network. 
Issue 1:  The model of the NF
One NF provides its functionality and interacts with other NFs by its interface. As indicated in S2-160094, the point to point interface should be avoided. As such it is suggested that the interface of the NFs should not specific to any other NFs. The following figure depicts the reference NF model.
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One network function has an associated Function Template Profile. The Function Template Profile includes the following information:

· The Function Type of this Network Function, which identify the function of this NFs. It is similar as the meaning of the “MME” in the EPC network.  

· The Service related parameters, which identify the related service parameters. It is similar as the TAI for the MME in the EPC network. For example the EAP-AKA is the service parameter to indicate which authentication mechanism supported by the Authentication NF.   

· The Function Type of other Network Functions it can be interconnected. This information identifies which Function type of other Network function it can be interconnected. Also it include the interconnection type per NF, which indicates whether the interconnection between two NFs is permanent or it is on demand. 
When instantiating one Network Function, the parameter on the Function template will be configured. Also this NF will be registered. 
Issue 2: How one NF can discover other NFs 
After the NF is instantized, if one NF (consumer) needs to access the functionality of other NFs (provider), the NF (consumer) needs to discover the NF (provider). Two mechanisms can be used for the NFs discovery: 
1. Configuring the interconnection when the NF is instantized. The interconnection between the NFs instance is configured statically.
2. Establishing the interconnection dynamically when the NF is instantized. Each NF is programed on which Function Type of NF is to be interconnected. After the NF is instantized the NFs discover the related NFs instance and establish the interconnection dynamically. 
It is expected that multiple instances of one NF run on operator’s infrastructure, and the instance of one NF may be added/removed when performing scalability/upgrade operation or deploying in new locations. Also the request from UE may be different and changed dynamically, which may lead the NF to be interconnected are changed. This is quite different comparing to the SON, which is to handle the already plan static NF interconnection and not changed per UE granularity. Thus the NF instance (consumer) may access the different NF instance of one NF (provider) after the NF instance (consumer) is instantiated. As the option 2 is more flexible and less manual effort. It is proposed to adopt option 2. To support the NF discovery function the following functionalities is required, 
· NF registration: when deploying a NF instance, it need be registered.
· NF discovery: when receiving the query request, the network provides the requested NF instance information after authorizing the query of this NF is allowed. NF discovery provides generic method for NF instances to discover and access the required NF instance.
One dedicated NF function called “NF Repository Function” to support the NF discovery is introduced. 
To ensure the availability of the NF instance, the “NF Repository Function” supports NF monitor functionality. The NF instance periodically reports its status including e.g. load level, the abnormal status indication in case that the abnormal situation occurs to NF Repository Function, and the NF Repository Function can determine the NF instance (provider) that is provided to the NF (consumer) based on the status of NF instance. The NF (consumer) can also subscribe to the expected NF (provider) via NF Repository Function, and the NF Repository Function notices the change of NF instance (Provider) to the NF (consumer) when e.g. detecting the original NF instance (provider) can’t continue to provide its functionality due to abnormal status. NF monitor functionality provides the generic mechanism for maintaining the healthy connection between NF instances instead of the specific connection maintenance between the legacy network elements.
Editor’s Note: It is for further study whether the “NF Repository Function” can be the enhancement on the existing DNS server.
3. Proposal
It is proposed to add the solution for the discovery of NFs into TR23.799.
4. Reference
1. S2-160094, New key issue: Interconnection model for the control plane functional entities of the core network, Cisco.

Below change all are new!
***** BEGIN 1st CHANGE *****
6.7.x
Solution to Key Issue 7: Discovery of NFs via NF Repository Function

This solution is to address the discovery of the NFs, which is related to the key issue “Network Function Granularity and Interactions between them”.
6.7.x.1
Architecture description 
Editor's Note: This clause will contain e.g., terminology, overview, architecture description of the solution. 
The function architecture to enable the discovery of control plane NFs is depicted as the following figure:
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Figure 6.7.X.1-1: The reference architecture for the discovery of NFs

The architecture includes the following functions:

· NF Repository Function: It provides the Function Management function such as NF registration and discovery to enable that one NFs discover the other NFs. 
· NP1: the reference point between NF Repository Function and NFs for NF discovery.

6.7.x.2
Function description 
6.7.x.2.1 General model of Network Function

One general model for Network Function is depicted as the following figure.
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Figure 6.7.X.2.1-1: The general model of Network Function

One network function has the following characteristics:

· The northern interface to provide the NF’s functionality to other Network Functions. This interface shall not be a specific interface towards another Network Functions.

· Southern Interface: If the Network Function (Function Consumer) requires the functionality from other Network Functions (Function Provider), it shall obtain this functionality via the interface provided by Network Function (Function Provider). 
One network function have an associated Function Template Profile. The Function Template Profile includes the following information:

· The Function Type of this Network Function, which identify the function of this NFs. It is similar as the meaning of the “MME” in the EPC network.  

· The Service related parameters, which identify the related service parameters. For example the EAP-AKA is the service parameter to indicate which authentication mechanism supported by the Authentication NF.
· The Function Type of other Network Functions it can be interconnected. This information identifies which Function type of other NF it can be interconnected. Also it include the interconnection type per NF, which indicates whether the interconnection between two NFs is permanent or it is on demand.
When instantiating one Network Function, the parameter on the Function template will be configured. Also this function will be registered.
6.7.x.2.3 NF Discovery
The NF Repository Function supports the following functionalities:
· NF registration: receive and maintain the profile information of NF when deploying new NF in control plane. 

· NF discovery in one PLMN: when receiving the discovery request including e.g. class type of NF Identity from one NF, it provides the instance information (i.e. IP address and port) to the NF after authorizing the request of this NF is allowed. NF discovery is the generic method for NF instances to discover and access the required NF instance, and the session per UE granularity between the NF instances is maintained by the peer NF instances.
Note: 
Besides NF registration and discovery function above, other functionality that supported can be further studied.
Editor's Note: Whether the “NF Repository Function” is realized based on the enhancement of the DNS is FFS 
The flow below indicates one possible example of the NF registration procedure. This can also be done by other mechanism.
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Figure 6.7.X.2.3-1: NF registration procedure
Note: It is assumed that OAM deploys the NFs in control plane. The procedure for NF registration is for information only, and it is out of 3GPP SA2 scope.
1. The new network function NF_A is deployed in control plane of one PLMN’s core network. OAM registers the instance of the NF_A into NF Repository Function;

2. NF Repository Function add the NF_A’s instance information to the NF topology. 

3. NF Repository Function sends NF Registration Response to OAM to confirm that the NF registration is finished.
The NF discovery procedure is depicted in the following figure:
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Figure 6.7.X.2.3-2: NF discovery procedure
1. 
Per user’s request the NF_A needs to access the functionality provided by the NF_B. NF_A sends NF Discovery Request including the Function Type of NF_B and/or the service related parameters, e.g. Authentication type in case that NF_B is Authentication NF and handles one special type of Authentication mechanism.
2. 
NF Repository Function check whether the request is allowed. 

3. 
If the request is allowed, NF Repository Function provides the candidate of NF_B’s instance to NF_A by NF Discovery Response message based on i.e. the load level of NB’s instance. Further NF Repository Function can store the discovery request of NF_A, and it notices the alternative instance of NF_B to NF_A when detecting that the original instance of NB_B can’t continue to provide its function.
4. 
NF_A access the NF_B instance based on the interface supported by NF_B, and the generic communication protocol is used to transfer the messages between NF instances. For example, the service request message that NF_A instance send to NF_B instance may include the UE identity, the indication of the requested function, the related parameters needed for the requested function, the Function Type of NF_A.
6.7.x.2.4 NF Monitor
To ensure the availability of the NF instance, the NF instance supports NF monitor functionality. NF monitor functionality is the generic mechanism for maintaining the healthy connection between NF instances, including：

· The NF instance periodically reports its status including e.g. load level, the abnormal status indication in case that the abnormal situation occurs to NF Repository Function. Based on that information the NF Repository Function can determine which NF instance (provider) is to be returned to the NF (consumer). 

· The NF (consumer) can also subscribe the status of the expected NF (provider) from NF Repository Function, and the NF Repository Function notices the change of NF instance (Provider) to the NF (consumer) when e.g. detecting the original NF instance (provider) can’t continue to provide its functionality due to abnormal status.
The NF monitor procedure is depicted in the following figure：
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Figure 6.7.X.2.4-1: NF monitor procedure
1. 
NF_A sends NF Status Report including load level, the abnormal status indication in case that the abnormal situation occurs to NF Repository Function, and the NF Status Report may perform periodically reporting according to the configured timer.

2. 
NF Repository Function updates the status of NF_A instance that it stored. 

3. 
In case that this NF_A instance can’t continue to provide its functionality due to abnormal status, the NF Repository Function notices the change of NF_A to the NF_B instance which has already subscribed to the NF_A to NF Repository Function.
6.7.x.3
Solution evaluation 
Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
***** End of CHANGE *****
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